
Configuration 

1. Open the FortiClient by clicking Start | FortiClient | FortiClient. If you use the VPN 

frequently you may want to create a shortcut on your Desktop (drag FortiClient and drop 

it on the Desktop to create a shortcut). 

2. This version of Forticlient is much more simpler and easier to use and doesnt come 

cluttered with older add-ons. 

 

3. Click on the check box to acknowledge the terms and conditions of use of the software. 

 



4. Click "Configure VPN" 

 
5. At the top choose "SSL-VPN" 

6. Connection Name: UofR SSL-VPN 

7. Description: UofR SSL-VPN 

8. Server Remote Gateway https://vpn.uregina.ca 

9. Authentication: Prompt on login 

10. Client certificate: Set to 'None' 

11. Do not Warn Invalid Server Certificate: <leave it unchecked> 

12. Click "Save" to save changes 

 

https://vpn.uregina.ca/


13. Enter your username and password then click "Connect" 

 
14. Once configured a menu appears in the menu bar that allows you to easily 

connect/disconnect: 

    

1. Now you are securely connected to the U of R network, and your computer will behave 

as though it is "on campus". This connection will allow you to securely access 

applications that are restricted to on-campus use like FAST and URDocs. 

2. When you are done using the VPN to connect to the UofR, you can switch to the 

FortiClient program and click "Disconnect". 

 


